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TECHNOLOGICAL TRENDS COMMITTEE 
Final Report 

Introduction:  An array of technology innovations are on the horizon that will challenge the college’s 
ability to creatively manage and implement the new changes.  These changes will impact issues as 
broad-based as the deployment of wireless connectivity, our continued vigilant monitoring of security 
and network protection, the demand for alternative delivery of web services, the provision of online 
courses, the on-going need for professional development, and the availability of resources to 
adequately implement and support these advances in technology.  Addressing these trends will require 
a multi-facetted approach involving technology as well as user education and awareness, and 
procedural updates. 

TREND 1:  The demand for campus-wide wireless connectivity will increase. 

FINDINGS: 

1) Wireless technologies represent a fast-emerging area of growth and importance for providing
“everywhere” access to the network for the college.  Students and faculty progressively want more
unrestrained network access from classrooms and social meeting rooms (i.e., cafeterias).  Wireless
technology can support the college’s mission and provide commercial solutions.

2) Wireless is being adopted by many applications to connect computers, to allow remote monitoring
and data acquisition, to provide access control and security, and to provide a solution for
environments where wires may not be the best solution.

3) The deployment and management of wireless technology will become more crucial.

4) More wireless carriers, easier and quicker access and smaller, more feature-rich handheld devices
will continue to emerge.

SOURCES: 

http://www.internetnews.com/ent-news/article.php/3567251 (1-1) 
Getting a Handle on Handhelds by Michael Bodetti, Computerworld, November 6, 2006, pg. 34  
(1-2) 
Municipal Wi-Fi Should Continue Growth, Business Communications Review, 11/06, pg. 6 (1-2) 
Mobile Security – A Work in Progress by Michael F. Finneran, Business Communications Review, 
11/06, pgs. 18-21 (1-2) 
WLANs Still Insecure by Sean Ginevan, Network Computing, October 2006, pg. 20 (1-2) 
Wireless: The ‘n’ is Near by Joseph C. Panettieri, University Business, November 2006, pgs. 38-41 
(1-2) 
http://www.newsfactor.com/story.xhtml?story_id=41852 (1-3) 
http://www.fiercewireless.com/channel/wireless-voip (1-3) 
http://svenontech.com/mypalmlife/index.php/archives/2006/09/ (1-3) 
http://www.deloitte.com/dtt/cda/doc/content/TechnologyTrendsVol3(3).pdf (1-3) 
http://www.glencoe.com/norton/n-instructor-/updates/1998/113098-6.html (1-3) 
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York Tech - http://www.yorktech.com/wireless/default.htm (1-3) 
University of South Carolina - http://www.engr.sc.edu/its/?c=9  (1-3) 

TREND 2:  Information technology security and protection will continue to challenge the 
resources and capabilities of community colleges.  

FINDINGS: 

1) Information technology security and protection involves identifying potential security risks and
taking steps to minimize the damage or prevent attacks.  As software is enhanced and updated,
numerous vulnerabilities may be introduced, which can be exploited by both internal and external
sources.  The college must continually maintain and prepare for the possibility for such attacks.

2) Peer-to-peer file sharing makes students vulnerable to litigation and causes college resources to be
over utilized for non-essential activity and carries a certain amount of liability on the part of the
college to prevent it.

3) The use of electronic mail continues to become a mission-critical component in the daily
operations of the college.  Protecting the integrity of email and controlling unsolicited messages
are vital.

SOURCES: 

Information Security in the Community College – Potentially a Minefield by Gerry Edwards, 
Community College Week – Technology Update Fall 2006, pgs. 3-4 (2-1) 
Engaging The Infrastructure for Internal Security by Herb Schneider, Business Communications 
Review, 11/06, pgs. 48-52 (2-1) 
Microsoft: Trojan threat ‘significant,’ rootkits drop by Ryan Naraine, E-week, October 30, 2006, pg. 
27 (2-1) 
Bolt Down Your E-mail by Christopher T. Beers, Network Computing, October 2006, pgs. SS1-SS6 
(2-1) 
Exploitation by Larry Greenemeier, Information Week, October 23 2006, pgs. 27-28 (2-1) 
IT Policy Outlook - Data Privacy by Larry Greenemeier and J. Nicholoas Hoover, Information Week, 
October 23 2006, pg. 52 (2-1) 
Anti-Piracy, www.riaa.com (2-2) 
What RIAA (Recording Industry Association of America) is Doing About Piracy, www.riaa.com (2-
2) 

TREND 3:  Managing the cost of maintaining state-of-the-art technology will continue to be a 
top priority for the college.  

FINDINGS: 

1) Technology improvements do not come without some price and all of these technology trends
involve both financial and human resource outlays.  Whether it be increasing network bandwidth,
meeting the demand for campus-wide wireless connectivity, improving security and protection
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with improved crisis management and business-continuity procedures, offering and supporting the  
latest web services, paying licensing fees of new software and operating systems, providing more 
efficient document imaging systems, considering electronic textbooks and alternatives to 
traditional textbooks in the classroom, offering new technology certifications or constantly 
improving our own employees’ skill sets.  All of these costs will need to be properly managed in 
order for MTC to continue to be a leading technical college. 

2) Business Continuity and the technological and human support required to ensure that the college
functions optimally 24/7 is of utmost importance in our ability to remain a leader in providing
technical education.

3) Data Warehousing and Business Intelligence tools will become necessary components for daily
operations management as well as for strategic planning and trend analysis by providing the
college convenient and comprehensive access to data from multiple sources and information
platforms.

SOURCES: 

IT Cost Savings at Issue on Upgrades to Vista by Eric Lai, Computerworld, November 6, 2006, pg. 
14 (3-1)  
IT Security - Beset  by Under-funding, Editor’s Note by Tim Goral, University Business, November 
2006, pg. 10 (3-1) 
TECH Central by Tom Halligan, University Business, November 2006, pgs. 44-47 (3-1) 
Lessons in Business Continuity and Disaster Recovery by Drew Robb, Business Communications 
Review, 11/06, Pgs. 52-55. (3-2) 
What is Workforce Continuity? by Buffy Rojas, Continuity Insights, October/November 2006, pgs. 
20-24 (3-2) 
Business Continuity and Availability Planning: Where Companies Fall Short and Tips for 
Improvement by John Bennett, Continuity Insights, October/November  2006, pgs. 26-31 (3-2) 
Family and Community in Business Continuity by Alan Kirschenbaum, PhD., Continuity Insights, 
October/November 2006, pgs36-38 (3-2) 
Data Pioneers, by Linda L Briggs, Campus Technology, November 2006, pgs. 22-30 (3-3) 
BI at age 17, Q&A with Howard Dresner, Computerworld, October 23 2006 pg. 36 (3-3) 
BI Becoming Strategic Corporate Asset by Heather Havenstein, Computerworld, Web Article, 
November 13 2006, pgs. 1-2 (3-3) 

TREND 4: The demand for alternative delivery methods for web services will continue to 
evolve and increase.  

FINDINGS: 

1) Web Services-XML, Java and .NET continue to be big in new system development. Web services
are programs that run on Application servers and are accessed by client web browsers. You can
access web services from anywhere you can get a network connection.  Programming is very
modular, meaning that it needs to be written only once and can be accessed everywhere, making
maintenance, upgrading and controlling very easy.
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2) Podcasting, Vodcasting, access to iTunes University, Blogging, Live and On-demand streaming 
content and full lecture recording are new technology opportunities available for use in instruction 
and campus-wide communication. 

 
3) A Spanish version of the MTC web site is needed to address the needs of the Hispanic 

community.  This group is one of the fastest growing populations in SC and in the use of online 
services. 
 

4) Create RSS, cell phone and iPod capabilities at MTC to permit prospective students to subscribe 
and receive important information about MTC, the application/registration process, important 
dates, etc. 
 

SOURCES: 
 
http://www.aaxnet.com/editor/edit029.html#inet (4-1) 
Santa Monica College – http://itunes.smc.edu/  (4-2) 
University of South Carolina – http://podcast.sc.edu/weblog/ (4-2) 
Apple - http://www.apple.com/education/products/ipod/itunes_u.html  (4-2) 
Frederick Community College  (4-2) 
Wichita State University (4-2) 
Portland Community College (4-2) 
Chemeketa Community College (4-2) 
St. Louis Community College (4-2) 
Clark Community College (4-2) 
Central Piedmont Community College (4-2) 
Guilford Technical Community College (4-2) 
Los Angeles Community College District (4-2) 
Elluminate – http://www.elluminate.com/ (4-2) 
AnyStream: Apreso – http://www.apreso.com/  (4-2) 
http://www.sph.sc.edu/cli/documents/Vandermey%20working%20paper.pdf (4-3) 
http://www.learningcircuits.org/2004/may2004/0405_Trends.htm (4-4) 

 
 
TREND 5:   The demand for online courses and new technology career opportunities will 
continue to emerge. 
 
FINDINGS: 
 
1) Increase offerings for online degrees to address increased competition in this arena of education 

and to permit those students who may not wish or be able to attend traditional classes.  Investment 
in online infrastructure would be required to accommodate these actions.  This would aide in 
allowing more students to obtain a degree, diploma or certificate and make MTC more 
competitive in the global educational network as student enrollment increases. 

 
2) Robotics and more powerful microprocessors will influence the speed and capabilities of next 

generation technology and afford new career opportunities. 
       

3) The field of bio-technology stays hot as it focuses on advancing drugs to deal with three main 
health areas that concern us all:  cancer; central nervous system disorders (such as Alzheimer’s, 
depression and pain) and cardiovascular diseases. 
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4) Certifications that enable IT professionals to target specific technologies, such as MCTS:SQL
Server 2005, must be reexamined and prioritized.  Microsoft has developed a series of these
certifications called Technology Specialists.

SOURCES: 

http://www.carnegiefoundation.org/change/sub.asp?key=98&subkey=1841 (5-1) 
http://tech.msn.com/products/article.aspx?cp-documentid=1043071&GT1=8706 (5-2) 
http://smart-machines.blogspot.com/2006_08_01_archive.html (5-2) 
http://marshallbrain.com/robotic-nation.htm (5-2) 
http://www.canadianbusiness.com/technology/trends/article.jsp?content= 20040927_62237_622 
(5-3) 
http://www.globalknowledge.com/training/customgo.asp?find=P30_FEATURE&id=16070&pageid=
29 (5-4) 
http://www.microsoft.com/learning/mcp/mcts/sql/default.mspx (5-4) 

TREND 6:  Voice Over IP and IP Telephony are the next generation of corporate voice 
communication. 

FINDINGS: 

1) The convergence of voice and data communications onto the same infrastructure facilities will
offer more flexibility and cost savings.

2) Voice over IP and the use of the Internet to make local and long distance telephone calls will
impact society as a whole.

SOURCES: 

www.skype.com (6-1) 
Accurately Assessing the Value of VOIP by Mike Jude, Business Communications Review, 11/06, 
pgs. 40-43 (6-2) 
http://en.wikipedia.org/wiki/VoIP (6-2) 
http://www.clickz.com/showPage.html?page=3319851 (6-2) 
http://www.smartmobs.com/archive/2006/10/30/myspacemusic_an....html (6-2) 
http://www.iq.harvard.edu/blog/netgov/current_trends/ (6-2) 
http://www.firecevoip.com/story/can-voip-save-social networking/2006-10-20 (6-2) 


